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This document contains ideas about conduits and its use for implementing TOVE software. Some ideas
describe the present situation, some ideas are included here to be used in the future development of the
OVOPS++ framework. Also some aspects of TOVE software are discussed.

OVOPS++ Prot ocol Franework

| NTRODUCT! ON

The OVOPS++ Protocol Franework is designed to help inplenmentation of

| ayered protocol software. The framework provi des classes that can be
used or extended when inplenenting protocol software. In co-operation
wi th OVOPS++ Schedul i ng Framework the framework al so provi des ready
to use flow of control to be used to control different aspects of
protocol software such as events, asynchronous tasks, tinmers and

devi ces. The framework provides classes to structure protoco

software and to nodel information flowing in the software. The

cl asses providing structure are called conduits and the cl asses

nodel ling information are called visitors and nmessengers.

In addition to the original framework, new problemdomain terns are
i ntroduced: pfPDU (pfFrane), pflnformationEl enment (pfStorage) and
pfPrimtive (pfMessenger).

CONDUI TS

There are four conduit categories in the framework. The conduit
cl asses are pfAdapter, pfFactory, pfMix and pfProtocol. Each conduit
have one or two sides (A or A and B)

Conduits have a built-in automati c menory nanagenment. A Conduit is
destroyed when it is not used any nore or when that is requested.

The conduits are accesses through proxies. Wien a conduit is created,
a pfControl proxy is given to user. This proxy can be used to create
a pfProxy that can be used to access the side A or the side B of the
condui t.

Probl em how to know where a transporter is com ng and how to connect
proxies. Solution can be that there are proxies to different sides of
the conduit. This requires accept FromA and accept FronB as well as
connect A and connectB nethods in the conduit. Separate accept nethods
renove the need of conparisons where the visitor is going. The proxy
can be specialized to side A proxy by using nethod pointers as a
strat egy.

In the case of the pfMix, the createB nethod can create proxies to
di fferent indexes of side B of the nultiplexer. This difference is



hi dden to the inplementation. |Is there a problemthan if we create a
proxy to side B, do we need the index at that time, or later?

In the case of pfAdapter, the semantics should be defined. Do we
create a null conduit in that case or do we throw an exception

The di sconnect nmethod in the proxy or the destruction of the proxy is
t he opposite operation for creation of the proxy.

cl ass pfControl

{
public:

pf Control (void);

pf Control (const pfControl &other );

virtual ~pfControl (void);

pf Proxy createA (void) throw (pfCannotCreate);

pf Proxy createB (void) throw (pfCannotCreate);
1

connect: connect the other object to us, for exanple if we are a
proxy to A side, and the other is a proxy to B side, then connect the
other B side to our A side. Then you have to connect it other way,
because connection is oneway. You nay al so check that you don't
connect your own A side to your own B side.

Question: can nore than one connect be done with one proxy. O do we
need to throw pf Al readyConnected exception in that case

destroy: deletes all conduits until the B side of a pfMux or an
pf Adapter is reached, i.e. deletes the independent sub-stack. It has
no sense to delete just ourselves.

di sconnect: releases the inplenentation inside the proxy if the
ref erence count goes to O.

Adj acent protocol |ayers forman i ndependent protocol sub-stack. An

i ndependent (and identifiable) protocol sub-stack is the unit that is
destroyed as a unit. An independent protocol sub-stack can be created
by factory. An identifiable sub-stack is identified in the trace

out put as an i ndependent entity.

Problem the connection is oneway, is there a pointer to the guy who
points to us? This would be needed if we want to go away and inform
our proxies that we are gone.

cl ass pf Proxy
{
public:
pf Proxy (void);
pf Proxy (const pfProxy &other );
virtual ~pfProxy (void);

voi d connect (contst pfProxy &conduit );
voi d destroy (void);
voi d di sconnect (void);

void accept (pfVisitor *transporter_) throw (pfCannotAccept);



PFADAPTER

Problem when witing an APl, you need a specific method interface,
condui ts have an automatic nmenory managenent, APl cannot have it
because that have other rules for it.

The PfAdapter can be used as an APl or as a device driver. Device
drivers are supposed to be inherited from pf Adapter. APIs are
supposed to created by giving a call back object to the adapter
Pf Adapt er does not delete the call back object when it is deleted.

There coul d be open, close and error request and indication
messengers for controlling the adapter. Then the function of the
adapter woul d be dynami c.

cl ass pf Adapt er

{
publi c:
static pfControl createAdapter (pfAdapterCallback *callback )
t hrow ( pf Cannot Creat e) ;
virtual ~pfAdapter (void);
pr ot ect ed:
pf Adapter (void);
pf Adapt er (const pfAdapter &other );
1

pf Adapt er Cal | back processes the given nessenger synchronously. The
contents of a nessenger is copied if it is needed. PfAdapterCallback
gi ves nessengers to pfAdapter to be transnitted further. The

pf Adapt er can be disconnected fromthe call back object by calling the
di sconnect nmet hod.

cl ass pf Adapt er Cal | back

{
publi c:
vi rtual ~pfAdapterCallback (void);
virtual void callback (pfMessenger *messenger );
virtual void connect (const pfConduit &conduit );
virtual void disconnect (void);
1

cl ass Exanpl eAPI : public pfAdapterCall back
{
publi c:
/1 from framework
virtual void call back (pfMessenger *nessenger );

/1 from AP

voi d Met hodA (void);
voi d Met hodB (void);
voi d Met hodC (void);



PFFACTCORY

How t he prototype is given to pfFactory? The factory can be given a
list of conduits that is cloned when a new dynanic instance is
needed. The list is first traversed and then the conduits are
connected. Maybe the contents of the list can be restricted. Only
pf Protocols are allowed with predefined system for connecting the
protocols. The list is stored in factory and the clone nethod is

i mpl enented in factory.

The new i nstance of sub-stack is given a specific identifier when it
is cloned fromthe prototype. That identifier is the identifier of
the mux added by the index given for the new connection.

cl ass pfFactory
{
public:

typedef |ist<pfControl> ConduitList;

static pfControl createFactory (const ConduitLi st
&conduitlist_)

t hrow ( pf Cannot Creat e) ;

}

PFMUX

How t he creation of indexes and the extraction of indexes are
abstracted. |s accessor used? Maybe we can use default accessor?
Then we need paraneters for the default accessor, or we need the
accessor. O maybe we can have a default accessor that can be given
to the mux, so we need only one create nethod.

Needed |imts: start of the indexes, increnent, end of the indexes,
t he nunber of the indexes that can be used at one time.

Problem the indexes are allocated half and half |[ocal and renote.
How this al gorithmworks? Do we need to paranetrize al gorithmor just
t he paraneters.

The pfMux need interface how the adjacent protocol can access sone
i nformation about the mux.

When we do a crossconnection, we need a new index if the nessenger
cones to the factory fromthe factory side B and we want to use the
old index if the nessenger cones to the factory fromthe factory side
A

cl ass pf Mux

{
publi c:
static pfControl createMix (const string &nane)
t hrow ( pf Cannot Creat e);
1
PFPROTOCOL

How t he protocol sees the contents of the map of the nux. There could
be an interface for that or a cormon map for them



cl ass pf Protocol

public:
static pfControl createProtocol (void)
t hrow ( pf Cannot Creat e);



VI SI TORS AND MESSENGERS

The direction of the messenger is noticed and recorded at a proxy
that is specific to certain side of the conduit. In nost cases the
proxy gives the visitor to right nethod using a nmethod pointer as
strategy. If the direction is needed to recorded in the visitor that
can be done in special cases.

The direction is needed in pfAdapter, pfFactory and pfMix. The
direction may be needed in pfProtocol if the nmessengers need to be
checked (up primtives cone fromthe right side, etc.).

class pfVisitor
{
publi c:
voi d at Adapter (pfAdapter *adapter );
voi d at Factory (pfFactory *factory_ );
voi d at Mux (pfMix *nux_);
voi d atProtocol (pfProtocol *protocol );

voi d i ncrenment Ref erenceCount (void);
| ong decrenent Ref erenceCount (void);

s

cl ass pf Messenger
{
public:
void apply (pfProtocol *protocol , pfState *state );

voi d i ncrenment Ref erenceCount (void);
| ong decrenent Ref erenceCount (void);

s

Visitor is a proxy for the nmessenger in the sense of who controls the
menory managenment. W want to inplenent reference counting to
nmessengers as well it is already inplenented in the conduits.

The nmessage queue in the protocol is also a proxy for nessengers.

Conduits are proxies for the visitors and visitors are reference
counted as well. Synchronous visitors are given a reference count
that prohibits them from being rel eased by conduits. Synchronous
visitors are created and del eted usually by using automatic |oca
vari abl es.

Ref erence counting works as follows: when the reference counted
object is created the reference count is set to 0, when the pointer
is used the reference count in increnented (accept), when the pointer
is not needed any nore (end of runcall back) the reference count is
decremented and after that the object has to be deleted if the
reference count reaches 0.

The idea: if sonebody uses a pointer to reference counted object, it
increnents the reference count first and after it no | onger needs it
the decrenent the reference count and deletes if it notices that this
object is no | onger needed.

Coning increnents the reference count (if no copy is created). Maybe
t he messages are not intended to be cloned but used with reference



counting. This also neans that if we use reference counting, we
cannot nodify the nessenger any nore.

Mul ticast or Broadcast visitor: It would be broadcast visitor
because the visitor that is copied to all available connections is
needed nore than multicast visitor that is copied to a list of
destinations in the multiplexer

PDU

The PDU woul d contain information elenents in the storage. Then the
operation for forming PDU froma prinmtive would be easy. The PDU
woul d contain also a list of information el enent encoder/decoder
objects for each information el ement for encoding and a map of the
same objects for decoding (information elenment type is the key of
map). These objects could be singletons.

How mandatory infornmation el ements and the right order for
i nfornati on el enents are handled (in coding and in decodi ng).

o e e +
| pfStorage
o ek +
|
oo o +
| pfMessenger
o e e +
+------! ------- + B S +
pf PDU ---F pf Coder |
o e e + o e e +

The pf Coder contains nethods for operating between frane and storage.
The basi c nethods are encode, decode, franmeToStorage and

st orageToFrame, other nethods can be defined for BCD nunbers, octect
arrays, or extension bits.

cl ass pf Coder

{
publi c:
voi d encode (f, s);
voi d decode (f, s);
void franeToStorage (f, s, nunber_of _bits, nane); // extract
voi d storageToFranme (f, s, nunber_of bits, nane); // insert
1

The pf Coder cl asses can be inplenented as a chain of responsibility
pattern and as a nmenber variabl es of pfPDU

Fi st we considered the followi ng arrangenent but that was too
conpl ex.



| pfMessenger

o e e +
I

o ek +

pfl E

oo o +
I

o e e +

| pf PDU |

B S +

Each specific PDU base class would have a static nmethod for creating
PDUs from frame and netdhod fro creating a PDU fromprimtive.

m = static xPDU :: decode (f);

m= xPDU :: crate (p);

If a decoding error happens an invalid nessenger could be returned
(pflnvalid or xlnvalid) or an exception could be raised.

PRI NCl PLES

Could the nmenory allocation be done at once when the systemis
started.

Al'l methods use exceptions to informabout run time errors.

The met hods that are not available at that class can throw
pf Not | npl enented nmethod. This is maybe better than to use nmany
di fferent exceptions such as Not Cl oneabl e, Not Movabl e, etc.

ERROR HANDLI NG

There are different |evels of security. There are checks of validity
of information when each level is accessed and inside each |evel
checks are not performed. The level is selected based on the easiness
of perform ng checks. A conduit can be that kind of |evel, proxy for
other conduit, and inplenentation for the state machine. The check is
performed again if that kind of error could happen inside the |evel.
A conduit does not propagate exceptions out of the conduit at run-
tine.

Software errors are locked to singleton Error object that is always
present. The followi ng information is needed: severity, instance,
location within the instance and the error code. Errors and reaching
limtations should be separated.

Coul d we use an error counter inside a conduit and forward an error
report only after certain nunber of errors. This could be suitable
for dynamic device errors, but not for nore severe type of errors.

Schedul er Pr ot ocol Vi sitor Messenger State
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TRACE

Trace can be used to watch static and dynam c i nstances.

The | evel of trace needed should be configurable. W need an user
interface for this.

The trace should be as autonatic as possible.

The trace can be grafigal or textual

The trace can be directed to TOVE Java U consol e.

Trace is based on identifying object by identifier that is automatic.
Sel ections, which:

O protocol s

O nessages

O functions inside protocol etc.

Ocalls are traced
Could we | earn sonething from debugger, breakpoints, watchpoints,
etc.

Identifier is a vector of integers. The value -1 is a special value
for unknown. (3 7) could nmean the call nunber 7 at atmlink 3.

There should be neans to inspect (and change) the contents of the
state of the protocol, i.e. variables (storage), current state and
tinmers. If the change of variables is allowed, how we specify the
valid range of val ues.

LOG

This is standard thing to have in protocols and tel econmunications
equi pnment. There are standardised format for this. OMG notification
servi ce should be checked for information as well as ITUT LOG

st andar d.

USER | NTERFACE

For testing purposes an user interface is needed. The user interface
is separated fromthe protocol software using CORBA IDL interface.



| Generic user interface | 1
o +

| |
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| |
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o m e e e e e e me s +
| Any protocol conduit | n
e +

Ceneric user interface is connected to n generic interface conduits
(this conduit needs a nane). Each generic interface conduit is
connected to one (and (maybe) the same) generic user interface
condui t.

The user can:
Oidentify interfaces
O select one interface
O query the interface prinitives (list)
O select one primtive
O query the paraneters for the selected primtive (describe)
O give values for the paraneters
O send the selected primtive (send)
O observer received prinitives (send)

QMg interface i s used.

CGeneric user interface conduit needs a nanme (for user).

Maybe the system needs a nane that could be acquired fromthe system
condui t.

TESTI NG
The code should be finalised, commented and i nspected before testing.
The protocols should be prepared for testing by:

O set correct paraneters

O set up correct installation

O create interface to control the protoco

O create interface to connect the protocol to tester using generic

interface conduit
0 create conduit to handl e decodi ng and encodi ng the paraneters

Find the abstract test suites needed: GSMP, UNI 3.1 and SSCOP

RUNTI ME ERRRORS

Sources could be for exanple fromnmenory allocation or device errors.



xState :: inputM(p, m
{
Xxp = dynami c_cast <xPr ot ocol >(p);
xp->opl ();
Xp->start(“T1");
try
{
v = xp->get (“A");
m >set (“A", Vv);
}
catch
{
}
Xp->sendM n) ;
Xp->t 0S2();
b

Suggesti ons:

1. there is one try catch structure and then default funtionality for
each i nput met hod

2. use nacro to hide the dynami c_cast (throw can be added, or changed
to static cast)

pfBitString
There is a problemto represent the contents of encoded
representation of PDUs in a | ayered protocol inplenentation. How we

can add protocol control information in the head of the nessage in a
dynam ¢ way wi thout copying the data unnecessarily.

| pfBitString |----| Container |----dynamc buffer

class pfBitString

{
public:
pfBitString create (void);
void rel ease (void);
voi d putBits(pfULong count _, pfULong value );
pf ULong get Bi t s(pfULong count );
private:
cl ass Cont ai ner
{
publi c:
1
1

The pfBitString acts as a proxy to the container which is shared with
a several proxies. The container is reference counted. The proxy can
give up the association to a container with a rel ease nethod. The
pfBitString included a wite token that enables the proxy to wite to
the container. If a new proxy is created froman old one, the new one
gets the wite token, and the old one gives it away. A proxy can
obtain the wite token also if the reference count is one, otherw se
the copying is needed.



What does the operation=in pfBitString for the token?

Pf St or age

W need to define the semantics associated with the storages inside a
storage. What happens if we want to get a storage.

cl ass pf Storage

publi c:
Pf St orage *get Storage (string name_);

s

Problem The current fetch nmethod of storage replaces, we would need
an operation that keeps the old contents, replaces the old val ues
when needed and brings new data itens as needed. Jari had an idea of
net hods:

ext endCopy (copies n new itens),

copyVariable (copies 1 newitem,

copyl fPresent (handles 1 optional item and

getlfAvailable (copies if the nenmber is defined and it has a
val ue).

pf Ti mer
There is a different way of inplenenting a tiner.

cl ass pfTi nmer

{
publi c:
pf ULong init (pfULong tineout );
void start (pfULong identifier_, pfULong ms_);
void stop (pfULong identifier);
voi d destroy (pfULong identifier);
i

TOVE RELATED STUFF

MANAGEMENT

Cient tier Agent tier Managed obj ects

B S + S +

| ul | | pfStorage

o e e + T +

o ek + U + U +
aul | Agent | | pfProtocol



I LM Trace | pf Mux
o ek + U + U +
oo o +

SNVP
o e e +

Could trace be inplenmented as a SNMP trap. Then Agent and trace woul d

be the sane.
SNVP oper ati ons

get
get - next
set

trap

N .

CM S operations

get

repl ace

repl ace with default
add nenber

remove nenber

create

del ete

action

el R ol o

Check www. advent net.com for info.

VWhat are the products we want to use?

TOVE ARCHI TECTURE

o e oo i e
|  TESTING | | PVC || GSMWP
oo e e
GS\WP

______________ +
LOG
______________ +
______________ +
FSR
______________ +

Currently GSWP version 1.1 as in RFC 1987 is inplenented. A new
version 2.0 of GSMP is issued as RFC 2297. The nmmin issues there are
the addition of QoS and nunerous corrections and nodi fications to the

protocol . A support for ethernet is al so added.

We coul d inplenment the support for ethernet encapsul ation by
supporting conpile tinme selection of the protocol



| Adjacency | | Adjacency

o e e ST S +
| |

B S + e e e oo +

| AALS | ] Et her net |

o e e ST S +

O we could support configurable support for both AAL5 and et her net
encapsul ation at the sane tine.

o e e +

| Adjacency

B S +

|
T +
/ pf Mux \
o ek +
| |
oo o B S S +
AALS | ] Et her net |

o e e ST S +

The switch should support the foll owi ng use cases.

start of a switch
additi on of a port

del etion of a port

port goes up

port goes down

additi on of a connection
del eti on of a connection
stop of a switch

el R R o

Wio about the the follow ng ideas.

port is brought up, the signalling cpcs is started.

the cpcs has an error, that is reflected to uni

uni is informed of an error, that is reflected to calls.

call is informed of an error, that is reflected to connections.
port is taken down, the connections are inforned.

connections are taken down, the calls are inforned.
C.

— —h —h —h —h —h —h

E

The follow ng ideas about the attributes of a port and switch are
derived frominformation in GSMP nessages.

Each port has the follow ng information
Port nunber

VP swi t ching
Mul ti-point support

QoS support
VPl range
VCl range

Transnit rate
Recei ver rate

NoORONE



9.

10.
11.
12.
13.
14.

Port type
Port status
Li ne status
Physi cal port nunber
Physi cal sl ot nunber
Priorities

Each switch has the follow ng infornmation.

1. Version

2.
3.

Type
Nane (producer and serial nunber)

THE TOVE SOFTWARE

In the inplenentation of TOVE software we want to use the foll ow ng

t hi ngs.

1. Gather information about the current status and features of ATM
switch software based on standardi sati on and comerci al products

2. Develop a superset of requirements and sel ect a subset for the
sof t war e

3. Devel op a superset of use cases and sel ect a subset that nust be

support ed

Requi renent s

NN =

supports SVCs

supports PVCs

supports VCCs

supports VPCs

supports UNI 3.1

supports Q 2931

supports BI SUP

detects, reports and handles failures in call control

Use cases

RO E

start a switch

stop a switch

add a port

del ete a port

connection fromuser to user



